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Annotation: 
In this unit students will focus on how to properly design or modify a network through naming conventions, various stages of network design, and terminology. This unit includes references to the Cisco Networking Academy Discovery curriculum and Instructor Interactive course guides. http://cisco.netacad.net

Grade(s):  

	
	9th

	
	10th

	X
	11th

	X
	12th


Time:  

10 Hours
Prepared by: 

Douglas L. Arnold / Cisco Networking Academy
Students with Disabilities:

For students with disabilities, the instructor should refer to the student's IEP to be sure that the accommodations specified are being provided. Instructors should also familiarize themselves with the provisions of Behavior Intervention Plans that may be part of a student's IEP. Frequent consultation with a student's special education instructor will be beneficial in providing appropriate differentiation.
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GPS Focus Standards: 

BCS-NTS-11. Students will demonstrate knowledge of design standards, analysis and section for

networks.

a. Describe the factors to be considered when designing or modifying a network.

b. Describe methods used for naming conventions.

c. Explain the various stages of network design.

d. Identify and explain terminology used by standards to identify network cable connection

locations.

e. Describe the various facilities used in a telecommunications infrastructure.
GPS Academic Standards:
ELA10RC3 The student acquires new vocabulary in each content area and uses it correctly.
ISTE/NETS:
ITEA - 5. Students will develop an understanding of the effects of technology on the environment.

ITEA - 8. Students will develop an understanding of the attributes of design.

ITEA - 12. Students will develop the abilities to use and maintain technological products and systems.

ITEA - 17. Students will develop an understanding of and be able to select and use information and communication technologies.
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Enduring Understandings: 
Students will identify the fundamental principles and the installation, configuration, optimization, and upgrade of local area networks, client server relationships and network services. Students will also identify the tools, diagnostic procedures, and troubleshooting techniques for maintaining computer networks components, as well as for performing preventive maintenance.

Essential Questions: 
1.1.1. Can you identify network fundamentals including: benefits of networks to small/home (SOHO) offices, identification of network components, client/server relationships, components/construction of a P2P network, and difference between logical and physical topologies?

1.1.2. Can you identify network fundamentals including: protocols, message encoding and formatting, message size, timing, and patterns?

1.1.3. Can you identify network fundamentals including: local network, Ethernet, access, distribution, and core layers and communication between those layers, IP addressing, physical and logical topology, and Physical MAC and logical IP?

1.1.4. Can you identify network fundamentals including: types and functions of network devices installed in the Access Layer, the management of message collisions within the Access Layer, the process by which a switch builds a MAC Address Table, the use of Address Resolution Protocol (ARP) to locate hosts, and the construction of ARP Table?

1.1.5. Can you identify network fundamentals including: routers placed in the Distribution Layer provide connectivity between independent networks and controls traffic between them, routers can decode the packet (data encapsulated within the frame) to read the source and destination IP address in order to determine where the packet should be forwarded, routers deliver packets using a routing table, which contains the network information for each locally attached network, and the "best route" to connect to a remote network not directly connected, A Local Area Network is a single network or multiple local networks, interconnected through routers, under the same administrative control, advantages and disadvantages to placing all hosts in one local network segment, and advantages and disadvantages to placing hosts in remote network segments.
1.1.6. Can you identify network fundamentals including: good network design calls for a careful analysis of end user requirements, documentation of the decision process, prototyping of the network design, “as built” status, with a plan that allows for expansion, Integrated Routers provide the functionality of multiple network devices (switch, router, wireless access point) designed for the small volume of SOHO’s, it is imperative to document the host name, all IP address information, and network baseline for future network maintenance, troubleshooting, and expansion, and the fundamentals of Microsoft Windows XP Pro Simple File Sharing including setting folder/file permissions?
Knowledge and Skill from this Unit:  
1.1.1. Students will be able to integrate the definition of a computer network into their construct of communication.

1.1.2. Students will be able to differentiate when a host computer is acting as a client or server.

1.1.3. Students will be able to clarify when a peer-to-peer network is an appropriate networking solution.

1.1.4. Students will be able to demonstrate the construction and verification of a simple P2P network.
1.1.5. Students will be able to Introduce, define, and integrate the concept of a frame into a student’s existing knowledge of communication.

1.1.6. Students will be able to relate the process of message encapsulation/de-encapsulation to human communication and computer communication.  This allows students to bridge between a known system of human communication and the new system of network communication.

1.1.7. Students will be able to recognize the existing protocols that govern human communication and behavior and transfer that knowledge of protocols to network communication.
1.1.8. Students will be able to compare/contrast the use of MAC addressing and IP addressing for message delivery within local network/interconnected networks.

1.1.9. Students will be able to explain the purpose of each field in an Ethernet frame and its application to network communication.

1.1.10. Students will be able to define the three hierarchical design layers of an Ethernet network: access, distribution, and core and integrate the application of network devices within each layer.

1.1.11. Students will be able to explain the use of IP addresses as hierarchical, containing two parts, the network address and individual host.  Explain how these two parts are used to determine and control message delivery.
1.1.12. Students will be able to describe/differentiate the function of a hub and switch. 

1.1.13. Students will be able to summarize collision handling, including collision domains, on an Ethernet network explaining the difference between collision handling in a hub and switch.

1.1.14. Students will be able to explain the process by which broadcast messages are disseminated.

1.1.15. Students will be able to integrate prior instruction on MAC addresses and logical IP addressing to explain the construction of an ARP table.
1.1.16. Students will be able to clearly define the role of a router to distinguish the functionality of a router from a switch or hub.  A router: 
a. Connects multiple local networks to act as one integrated network

b. Analyzes data packet addressing and route information to the appropriate destination

i. Router keeps track of which connections lead to what group of addresses 


ii. Priorities for connections

iii. Rules for message handling

c. Can route traffic from separate networks, such as the Internet

1.1.17. Students will be able to clarify the differences between how routers/default gateways function within the local network segment compared to outside the local network segment.

1.1.18. Students will be able to guide students in analyzing and comparing the advantages and disadvantages to one larger local network segment versus multiple smaller remote network segments.

1.1.19. Students will be able to link the work of the router/gateway in accessing external networks to the delivery of messages within the local network.
1.1.20. Students will be able to view network design as the intersection of technical and business knowledge.

1.1.21. Students will be able to construct and make use of a network design checklist which includes:

a. Technical elements of physical environment, number and type of hosts, applications, data and devices to be shared, bandwidth requirements, security, reliability, and requirement for wireless connectivity. 

      b. Business elements including industry knowledge, business goals, critical operations, and end-user expertise. 

c. Complete and comprehensive network documentation

1.1.22. Students will be able to develop automaticity in sharing a file, setting permissions, mapping a network drive, and sharing/accessing network printers.
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Assessment Method Type: 
	
	Pre-test

	X
	Objective assessment - multiple-choice, true- false, etc.

	
	__ Quizzes/Tests

_X_ Unit test

	X
	Group project

	X
	Individual project

	X
	Self-assessment - May include practice quizzes, games, simulations, checklists, etc.

	
	__ Self-check rubrics   

__ Self-check during writing/planning process

__ Journal reflections on concepts, personal experiences and impact on one’s life

__ Reflect on evaluations of work from teachers, business partners, and competition judges

__ Academic prompts

__ Practice quizzes/tests

	X
	Subjective assessment/Informal observations

	
	__ Essay tests

_X_ Observe students working with partners

_X_ Observe students role playing

	
	Peer-assessment  

	
	__ Peer editing & commentary of products/projects/presentations using rubrics

__ Peer editing and/or critiquing

	X
	Dialogue and Discussion

	
	__ Student/teacher conferences
_X_ Partner and small group discussions

_X_ Whole group discussions
__ Interaction with/feedback from community members/speakers and business partners

	X
	Constructed Responses

	
	__ Chart good reading/writing/listening/speaking habits

_X_ Application of skills to real-life situations/scenarios

	x
	Post-test


Assessment Attachments and / or Directions: 
Unit 3 Assessment: Online Unit assessment – http://cisco.netacad.net
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Instructional planning: 
LESSON 1:  INTRODUCTION TO NETWORKING

1.
Identify the standards. Standards should be posted in the classroom.
2.
Review Essential Question(s). Post Essential Questions in the classroom. 

3.
Identify and review the Unit Anticipation Guide / Unit Study Guide or Unit Vocabulary
4.  Teaching Goals 3.1: Your Challenge as a Teacher in This Section Is To:
1.1.1. Integrate the definition of a computer network into their construct of communication.

1.1.2. Differentiate when a host computer is acting as a client or server.

1.1.3. Clarify when a peer-to-peer network is an appropriate networking solution.

1.1.4. Demonstrate the construction and verification of a simple P2P network.
5.
Activities: 


Reference interactive course guide (ICG):

· Review How to Teach: 3.1 ICG

· Review Critical Concepts 01: 3.1 ICG

· Review Critical Concepts 02: Misconceptions and Errors 3.1 ICG

· Review Discussion 1-4 ICG 1.1

· Reflection 3.1: Assignments

Reflections Activity:

1.
Extend the lecture/discussion on peer-to-peer and client/server networks by asking students to identify other networks they have used.  These choices could include many types of networks including video game networks both platform (Xbox Live, PS3, Nintendo Wii, Nintendo DS) or computer based; music distribution networks (Rhapsody, Morpheus, iTunes, Kazza, etc.); radio networks, PDA's, and other devices that students may have familiarity in using in a networked format.  Ask the students to select a network they have used to diagram their "best guess" as to the logical and physical topologies of their selected network including peripherals, hosts, network devices (hubs, Integrated Routers, switches, and routers), and media.

2.
After completing the client software identification, present students with a series of scenarios involving three types of servers file, web, and email.

      a.
Saving your work from file to server - What client software will be used?  What server will you use?

      b.
Checking your myspace.com account - What client software will be used?  What type of server will you 


use?

      c.
Checking your email - What client software will be used?  What type of server will you use?

      d.
Instant Messaging - What client software will be used?  What type of server will you use?

      e.
Retrieving a file - What client software will be used?  What type of server will you use?

      f.
Downloading a file from the Internet - What client software will be used?  What type of server will you 


use? 

3.
Peer-to-peer networking has been brought to a new level in Windows Vista, the newest of Microsoft's operating systems.  Investigate the new features, including People Near Me, Windows Meeting Space, and how software developers, such as Corel are integrating the new peer-to-peer networking capabilities of Windows Vista into their applications.  Using the following websites http://www.microsoft.com/windowsxp/p2p/overview.mspx and http://www.microsoft.com/technet/network/p2p/default.mspx have students conduct individual research on the inclusion of peer-to-peer networking into Windows Vista and report on the new and expanded uses of peer-to-peer networking.  Following the students research bring the class back together to share and discuss the changes that expanded peer-to-peer networking will bring to the end user.

4.
Ask students to write down three questions that they have about logical/physical topologies and/or documenting these topologies.  Explain that the students will be learning more about topologies in the upcoming weeks but that their questions will help guide your discussion in the upcoming weeks.

5.
Click the "Activities" button above to get a list of suggested activities.
LESSON 2: PRINCIPLES OF COMMUNICATION

1.
Identify the standards. Standards should be posted in the classroom.

2.     Review Essential Question(s). Post Essential Questions in the classroom. 

3.
Identify and review the Unit Anticipation Guide / Unit Study Guide or Unit Vocabulary
4.     Teaching Goals 3.2: Your Challenge as a Teacher in This Section Is To:

1.1.1. Introduce, define, and integrate the concept of a frame into a student’s existing knowledge of communication.

1.1.2. Relate the process of message encapsulation/de-encapsulation to human communication and computer communication.  This allows students to bridge between a known system of human communication and the new system of network communication.

1.1.3. Support students in recognizing the existing protocols that govern human communication and behavior and transfer that knowledge of protocols to network communication.
3.  
Activities:


Reference interactive course guide (ICG):

· Review How to Teach: 3.2 ICG

· Review Critical Concepts 01: 3.2 ICG

· Review Critical Concepts 02: Misconceptions and Errors 3.2 ICG

· Review Discussion 1-5 ICG 3.2
· Reflection 3.2: Assignments

Reflections Activity:

1.  Encoding/Decoding: Within these scenarios, identify the message being encoded, decoded, and the channel for transmission.  Each response should include a visual with encoding, decoding, and channel labeled.

· Playing an X-Box Live game 

· Text messaging a friend 

· Instant messaging your teacher 

· Writing a letter to a friend about a New Year’s Party 

· Playing an MP3

· Music CD or DVD of a movie (requires background knowledge that students’ may/may not have)

2.  Protocol Elements: To make the seven bulleted protocols elements "real" ask pairs of students to each write a communication which has an identified sender and receiver, includes a mode for communication, agreed upon method, common language, correct word choice, grammar and message structure, speed and timing.  The students can use their native tongue, the language of IM or text messaging, drawings, photographs for communication.  Once the students have agreed upon their communication method, each should prepare a message for another to decode.  If time is remaining students could exchange messages between pairs, identify the seven protocol elements, and attempt message decoding.

3.  Unicast/Multicast/Broadcast: Direct students to create a business of their choice - make sure to name and describe the type of business they have created.  Have them develop a promotional plan using broadcast, multicast, and unicast messaging to reach current and potential customers to promote and increase the business.  Make sure to include a plan of how often they will send each type of message as well as the text of each message type.
4.  Flow Control: In computer networking, flow control is the process of managing the rate of data transmission between two nodes.  This should be distinguished from congestion control, which is used for controlling the flow of data when congestion has actually occurred.  Flow control mechanisms can be classified by whether or not the receiving node sends feedback to the sending node.

Flow control is important because it is possible for a sending computer to transmit information at a faster rate than the destination computer can receive and process them.  This can happen if the receiving computers have a heavy traffic load in comparison to the sending computer, or if the receiving computer has less processing power than the sending computer.
5. Break the class into small groups and assign them a communication process/protocol from the following list to research.  Have the students research the protocols, learn to communicate a simple message using the protocol, and present their protocol and message to the class.

· Sign Language:  http://42explore.com/signlang.htm

· Morse Code:  http://home.clara.net/rod.beavon/morse.htm

· Smoke Signals:  http://www.telcomhistory.org/vm/scienceBeforePhones.shtml

· Semaphore Flags: http://www.anbg.gov.au/flags/semaphore.html

· Whales:   http://neptune.atlantis-intl.com/dolphins/sounds.html

· Fed X:   http://travel.howstuffworks.com/air-freight.htm

· Containerized Shipping: http://www.cockeyed.com/inside/container/container.html

LESSON 3: COMMUNICATING ON A LOCAL WIRED NETWORK

1.
Identify the standards. Standards should be posted in the classroom.

2.
Review Essential Question(s). Post Essential Questions in the classroom. 

3.
Identify and review the Unit Anticipation Guide / Unit Study Guide or Unit Vocabulary
4. 
Teaching Goals 3.3: Your Challenge as a Teacher in This Section Is To: 
1.1.1. Compare/contrast the use of MAC addressing and IP addressing for message delivery within local network/interconnected networks.

1.1.2. Explain the purpose of each field in an Ethernet frame and its application to network communication.

1.1.3. Define the three hierarchical design layers of an Ethernet network: access, distribution, and core and integrate the application of network devices within each layer.

1.1.4. Explain the use of IP addresses as hierarchical, containing two parts, the network address and individual host.  Explain how these two parts are used to determine and control message delivery.
5. 
Activities:



Reference interactive course guide (ICG):

· Review How to Teach: 3.3 ICG

· Review Critical Concepts 01: 3.3 ICG

· Review Critical Concepts 02: Misconceptions and Errors 3.3 ICG

· Review Discussion 1-5 ICG 3.3

· Reflection 3.3: Assignments


Reflection Activity: 
1. Evolving Standards: Ethernet continues to be an evolving standard reaching for faster speeds and an expanded role in large-scale business networks.  Students should research the "new Ethernet" and discover the planned changes in Ethernet which include media (fiber to the desktop), faster Ethernet transmission speeds, use of Ethernet as a backbone, and new naming network naming schemes to support ad-hoc roaming.

If possible, students should complete this activity prior to the lecture/discussion so that research results can be called upon during the lecture/discussion on the evolving Ethernet standards.

Distribution Layers: An insurance agent, sitting at his desk, needs to send an accident claim form to an adjuster located in another area of the office.  Which layers of the network will the agent use to send the claim?

The IT support specialist needs to download a driver for an end user.  Which layers of the network will the support specialist use to get the driver? 

Corporation X has several buildings in a local "campus" arrangement as well as branches across the country.  The Corporation X accountant wants to send a file to his boss located in the same building, but also needs to send the file to the comptroller located in another building on the campus, and to the corporate accounting office located in another state.  Which layers of the network will the accountant use to send the file?
2. Assigning IP Addresses:

A student may ask how IP addresses are assigned.  If so, it is appropriate to discuss the three classes of IP addressing - A, B, and C.  Explain that only large corporations with heavy communication needs can get A licenses (16,000,000 IP address per corporation), while Class B licenses are for those corporations that need approximately 65,000 addresses, and Class C networks have 254 host licenses available.

Some instructors address the numbering scheme (network octets) that is used to derive the above totals, while others do not.  It is important, however, to ask students what types of corporations/business use A, B, and C licenses so that they understand the clues that IP addresses provide about the scale of a business network.
3. Provide students with a variety of IP addresses.  Some instructors like to use A, B, and C addresses to provide students with additional practice with the levels of IP addressing, while others just provide "generic" IP addresses for students to practice identifying the network/host portions.  Ask students:

What class is the IP address 185.75.225.10?

What class is the IP address 193.200.30.5?

Why is it unlikely that you will find the IP address 192.168.250.10 on the Internet?

Use the website http://www.flumps.org/ip/  to list three companies that have a Class A IP address, three that have a Class B IP address, and find out who owns the IP address class license 9.x.x.x.

LESSON 4: BUILDING THE ACCESS LAYER OF AN ETHERNET NETWORK

1.
Identify the standards. Standards should be posted in the classroom.

2.
Review Essential Question(s). Post Essential Questions in the classroom. 

3.
Identify and review the Unit Anticipation Guide / Unit Study Guide or Unit Vocabulary
4. 
Teaching Goals 3.4: Your Challenge as a Teacher in This Section Is To: 

1.1.5. Describe/differentiate the function of a hub and switch. 

1.1.6. Summarize collision handling, including collision domains, on an Ethernet network explaining the difference between collision handling in a hub and switch.

1.1.7. Explain the process by which broadcast messages are disseminated.

1.1.8. Integrate prior instruction on MAC addresses and logical IP addressing to explain the construction of an ARP table.
5. 
Activities:



Reference interactive course guide (ICG):

· Review How to Teach: 3.4 ICG

· Review Critical Concepts 01: 3.4 ICG

· Review Critical Concepts 02: Misconceptions and Errors 3.4 ICG

· Review Discussion 1-8 ICG 3.4
· Reflection 3.4: Assignments


Reflection Activity: 
1. Hubs/Switches

You have 90 computers to place in a new office network.  Your boss has heard about hubs and switches but does not understand the difference between the two network devices; all he knows is that hubs are inexpensive at Best Buy.  He asks your advice about what network hardware to buy.  You start to suggest switches as an alternative.  He does not really understand the difference between the two network devices, except that the salesperson at Best Buy said that switches were a lot more money.  He agrees to consider your plan, but wants you to explain the difference between hubs and switches, and prepare a justification for your purchase decision.

In no more than 4-5 paragraphs explain the difference between hubs and switches, including how they handle collisions, and outline your network plan.  Will you place all 90 computers on the same network or will you divide them into multiple networks?  How and why did you make that decision?

Go shopping on the Internet and prepare a project budget for your network plan, including the cost per port, making sure to explain why your decision is the most cost effective plan for efficient network communication.
2. Instructor or student may select one of the following two activities:

A. Interested students may choose to research more about ARP Poisoning, the types of attacks that can result from poisoning, and the various ways that ARP Poisoning can be prevented, including hardware and software solutions.  This task will require a solid knowledge of the content of this section.

B. For pairs or small groups of students who may need additional practice with building ARP tables, provide a diagram of six computers, and a printer.  Have the students assign a logical IP and MAC address to each computer (you may choose to provide students with IP address ranges and MAC addresses).  If you wish to follow up on the work of Section 3.3, and the students are competent in their knowledge of IP addressing, ask the students to assign either Class B or C IP addresses without providing ranges.  Have the students model the process of constructing the ARP table for each computer.  Each student should then write a brief application of the ARP to business practice modeled on Wanda and the printer.  Students may write about two users exchanging a Microsoft Word file, sharing MP3 files, video files, or other types of information.

LESSON 5: BUILDING THE DISTRIBUTION LAYER OF A NETWORK

1.
Identify the standards. Standards should be posted in the classroom.

2.
Review Essential Question(s). Post Essential Questions in the classroom. 

3.
Identify and review the Unit Anticipation Guide / Unit Study Guide or Unit Vocabulary
4. 
Teaching Goals 3.5: Your Challenge as a Teacher in This Section Is To: 

1.1.9. Clearly define the role of a router to distinguish the functionality of a router from a switch or hub.  A router: 
a. Connects multiple local networks to act as one integrated network

b. Analyzes data packet addressing and route information to the appropriate destination

i. Router keeps track of which connections lead to what group of addresses 


ii. Priorities for connections

iii. Rules for message handling

c. Can route traffic from separate networks, such as the Internet

1.1.10. Clarify the differences between how routers/default gateways function within the local network segment compared to outside the local network segment.

1.1.11. Guide students in analyzing and comparing the advantages and disadvantages to one larger local network segment versus multiple smaller remote network segments.

1.1.12. Link the work of the router/gateway in accessing external networks to the delivery of messages within the local network.
5. 
Activities:



Reference interactive course guide (ICG):

· Review How to Teach: 3.5 ICG

· Review Critical Concepts 01: 3.5 ICG

· Review Critical Concepts 02: Misconceptions and Errors 3.5 ICG

· Review Discussion 1-4 ICG 3.5
· Reflection 3.5: Assignments


Reflection Activity: 

1.
Provide students with four host addresses: 192.169.3.X - 192.168.3.XX.  Provide them with a router (this side) address of 192.168.3.1. (If the instructor chooses these could also be Class B addresses).  The subnet mask is 255.255.255.0.

Ask students to identify the range of IP addresses.  (192.168.3.0 - 192.168.3.255)

Now ask what will happen to a packet addressed to 192.168.3.12.  (Source host will use the ARP table to determine the MAC address of the destination and send the frame directly to the destination host).

Ask what happens to a packet addressed to 192.168.4.17.  (Sending host addresses the frame to the MAC address of the default gateway interface.  The router receives the frame and forwards the message to be routed; when it arrives at the destination network, the destination device receives the information, and processes using the local network ARP table).  If students struggle with answering these questions, refer them back to sections 3.5.4 and 3.5.5.

Make sure students clearly understand that regardless of how the message gets to the local network, message handling always follows the logical IP/MAC address-handling scheme.
2.
Return to the design firm referenced at the beginning of the lecture, and the work of Section 3.5.7.  Ask students what the advantages are to keeping each of the design firm locations a single local network.  Ask students what would be the advantages to dividing the single local networks into multiple networks.

· Let the students know that the company is planning to add 10 employees over the next year to each of their locations.  Do the expansion plans change their decision concerning network segmentation?

· Remember that one of their locations is struggling with the difficulties caused by sending very large files.  What is your plan to address the problems caused by the large file sizes?

· Prepare a preliminary network plan (on paper) for an individual network for each of the branch offices, including the branch office in Rochester.  Include MAC address, IP, Default Gateway, Subnet Mask for each computer and all necessary network devices including hubs, switches, and routers as necessary with appropriate logical IP addresses.  The instructor will need to check the plans for appropriateness and completeness, as these plans will be used as the culminating activity at the end of Module 3.6.
LESSON 6: PLAN AND CONNECT A LOCAL NETWORK

1.
Identify the standards. Standards should be posted in the classroom.

2.
Review Essential Question(s). Post Essential Questions in the classroom. 

3.
Identify and review the Unit Anticipation Guide / Unit Study Guide or Unit Vocabulary
4. 
Teaching Goals 3.6: Your Challenge as a Teacher in This Section Is To: 

1.1.13. Inspire students to view network design as the intersection of technical and business knowledge.

1.1.14. Guide students in the construction and use of a network design checklist which includes:

b. Technical elements of physical environment, number and type of hosts, applications, data and devices to be shared, bandwidth requirements, security, reliability, and requirement for wireless connectivity. 

      b. Business elements including industry knowledge, business goals, critical operations, and end-user expertise. 

c. Complete and comprehensive network documentation

1.1.15. Develop automaticity in sharing a file, setting permissions, mapping a network drive, and sharing/accessing network printers.
5. 
Activities:



Reference interactive course guide (ICG):

· Review How to Teach: 3.6 ICG

· Review Critical Concepts 01: 3.6 ICG

· Review Critical Concepts 02: Misconceptions and Errors 3.6 ICG

· Review Discussion 1-4 ICG 3.6
· Reflection 3.6: Assignments


Reflection Activity: 

1.
Students will use Packet Tracer to construct the prototype network students designed for the design firm in the Reflection/Integration section of this module.  Following completion of the prototype network design students will briefly (5 minutes or less) present their network design, explaining their choice of peripherals, bandwidth, wireless connectivity, and the physical and logical configuration of the network.  If you do not want to have students give oral presentations, have students answer these questions in writing to submit along with their Packet Tracer prototype.

2.
 Using a computer in the classroom students are to:

a.
Run ipconfig/all and print out the results


b.
Create five “dummy or practice files” each containing a small quantity of data.  (If the instructor prefers 


they may create these files prior to beginning this lab.)

   Configure the five levels of access (sharing and permissions) to the files using Windows XP.



1.
My Documents (private)



2.
My Documents (default)



3.
Files in shared documents available to local users



4.
Shared Files on a Network (readable by everyone)



5.
Shared Files on a Network (Readable and Writable by Everyone)

c.
If students require assistance beyond the cheat sheets, refer them to 






http://support.microsoft.com/kb/304040.


d.
Map to a network drive in Windows XP using each of the three following methods:



1.
From My Network Places 



2.
From My Computer or Windows Explorer 



3.
Use the Net Use command to map or disconnect a drive



4.
If students require assistance beyond the cheat sheets, refer them to 






http://support.microsoft.com/kb/308582.
Summative Assessment: Chapter 2 Quiz 2.0 

ATTACHMENTS FOR LESSON PLANS

	Lesson 1-6:
	· Unit Anticipation Guide
· Unit Overview Power Point  MISSING
· Unit Study Guide
· Unit Vocabulary 
· Reading Organizer

· Millionaire Game ppt

· Jeopardy style ppt
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Web Resources:

· http://www.gns3.net/ - Open source Router / Network Simulator
· http://www.howstuffworks.com/computers
· See links in Reflection activities.

Materials & Equipment: 
Cisco Networking Academy Interactive Course Guides and Discovery Curriculum. 
21st Century Technology Used: 
	X
	Slide Show Software
	
	Graphing Software
	
	Audio File(s)

	X
	Interactive Whiteboard
	
	Calculator
	
	Graphic Organizer

	
	Student Response System
	
	Desktop Publishing 
	X
	Image File(s)

	
	Web Design Software
	
	Blog
	
	Video

	
	Animation Software
	
	Wiki
	x
	Electronic Game or Puzzle Maker

	
	Email
	X
	Website
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